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IMPORTANT INSTRUCTIONS

This manual contains important product information for your Evolve home energy storage system. This
document is accurate at the time of publishing. Eguana reserves the right to make updates to the product
without notice. For the latest Evolve documents, please visit our website at www.eguanatech.com

WARNING! Read this document in its entirety before using this product. Failure to follow instructions
or warnings can result in electrical shock, serious injury, or death. Operating the productin a way that it
was not intended can also result in permanent damage to the product.

This manual applies to the following products:

® FEvolve 0513 ESS & Evolve Hub EMS-A
® Evolve 0513U & E-Gear ATS/EMC Panel


http://www.eguanatech.com/
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1 Introduction - Fleet Installer Web Application Software

This document is intended for authorized installation companies of Eguana Evolve home energy storage
systems. The guide covers user account and device administration of an installation company’s fleet of
energy storage systems.

Note: The Fleet Installer application also permits remote commissioning and diagnostics. These topics are
covered in a separate guide, see - Fleet Installer Web Application: Remote Commissioning and Diagnostics.

The Fleet Installer application runs on a web browser platform. Google Chrome, Firefox and Safari are
supported. Microsoft |IE and Edge are not supported. Login at:

https://www.mypowermyway.com/fleet_installer

Enter your login credentials as assigned in your invitation email. A password change is recommended
after the first login.

1.1 Dashboard review

Each category in the dashboard provides a high level view of the health of all systems monitored under
the company account. Systems that are flagged in any category can be reviewed by selecting

Note: Data is polled from the systems in approximately 5 minute intervals.

menus available to administrator only user account info

top menu bar bt Installer dashboard | devices Commissioning profiles customers blocks management account  logout

Installer
dashboard

Battery Status @
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https://www.mypowermyway.com/fleet_installer

2 Account Administration

Commissioning the Evolve energy storage system is achieved via a USB connection from a laptop to the
energy management controller (EMC) within the Evolve Hub. The EMC incorporates public key
infrastructure (PKI) as a security measure to prevent unauthorized access to the system configuration
settings. To manage the security of the company’s fleet of installed systems, the Fleet Installer
administrator can:

® Add/ delete employees with access to the fleet installer dashboard.

® |[ssue/revoke certificates to employees that are deployed to commission systems.

2.1 : The on-boarding process: registering your company as an authorized installer

IMPORTANT! The company must be registered with Eguana to be assigned an authorized installer
account with the Fleet Installer web application. Contact a regional office nearest you at
www.eguanatech.com to request an administrator account. Once approved, you will be assigned an
account with an invitation email from “My Power. My Way.”

Note: An Eguana service tech will initially have administrative access to a new company account. This
provision is in place to provide remote support during the training phase. This can be disabled by the
company administrator at any time.

2.2 Administrator tasks

2.2.1 Add employee

Installer dashboard devices Commissioning profiles  customers blocks management account logout

1. From the top menu bar, select: management > employees

2. Click

w

Enter personal (company) contact details, including: email address, phone number, and first/last name
4. Scroll down to Permissions, and assign the relevant permissions

The installers should have permission to the following:

® User can add and edit customer devices.

® Can send welcome email to customers.
Note: Editing other users should be restricted to the administrator only.

5. Press to complete. This will trigger an automatic email invitation from My Power. My Way.


http://www.eguanatech.com/contact/

2.2.2 Create signing key

The signing key provides the administrator with the authority to issue certificates to employees that will
commission systems.

Installer dashboard devices Commissioning profiles  customers blocks management account | logout

1. From the top menu bar (right), select your user account

2. Scroll down to Signing Keys, and click on

3. Complete the password fields in the pop-up v
menu. The employee login password is your New signing key
login password. The signing key password is e
created here. You can use the same password Siging ey Passors
as the employee login password. ging Ky Passrd Confmation
4. Press to complete. =1

2.2.3 Issue certificate

Note: The prerequisite for this task is based on a certificate request from the employee(s) that will
commission systems - see section 4 - Employee tasks.

Installer dashboard devices Commissioning profiles  customers blocks management account logout

1. From the top menu bar, select: management > certificates

2. Scroll down to the employee in the employee list that has requested a certificate, and select or
[Reject] in the right-most column.
. .. | rtificat
3. Ifissued, enter the signing key password that sue user cereate
was created in section 3.2 to issue the

certificate, and select

2.2.4 Add organization information

This section is used to establish email issued service alarms from the company’s fleet of systems.
1. From the top menu bar, select: management > organization

2. Enter the company web address and main service contact info.

3. Assign employees that will receive system service alarms by email.

b

Upload a company logo. This logo will appear in the system owner’'s dashboard support widget.



2.3 Employee tasks — system installers only

In order to connect to an EMC, a valid certificate must be installed on the employee’s laptop. The

following instructions only apply to employees responsible for on site system commissioning.

IMPORTANT! The certificate is web browser specific. Use the same web browser for the certificate
request /download /install, and connections to the EMC. Google Chrome is the preferred browser for all

computer operating systems; including Windows, MAC, and Linux.

Installer dashboard devices customers blocks account logout
2.3.1 Request certificate
1. From the top menu bar, select your user account
2. Scroll down to Certificates, and click on [Request a Certificate]
3. A pop-up window warns the user to ensure that a
public browser window is open for the certificate VWM POWErMyWay.Com says
request. Press [OK] This must be run in a non-private / incognito window or you will be

unable to download the completed certificate. Continue?

4. Notify your administrator that the certificate has
been requested.

“ Cance'

2.3.2 Download certificate

Your administrator will notify you that the certificate has been approved.
1. From the top menu bar, select your user account

2. Scroll down to Certificates, and click on [Download]

A pop-up menu appears:

Download user certificate

Employee Login Password

3. Enter the employee login password. This is the
password used to log in to your account.

Downloaded Certificate Password
4. Create a “downloaded certificate password”. You
can use the same password as the employee login

Downinaded Certificate Password Confirmation

=1
password.

5. Select [Download)]

6. Save the certificate to your desktop, or retrieve from your downloads folder. The certificate is a

personal type (¥ .P12).




2.3.3 Install certificate - Google Chrome

1. Select the customize chrome button at top-right of the window.

2.  Click settings.

3. Inthe search bar, type “manage certificates”

4. Click [more] at the bottom of the search list (if applicable), and scroll down to select manage certificates
5.  Select [Import]

6. The Certificate Import Wizard pop-up menu appears. Select [Next] and follow the instructions in the
Wizard to complete the certificate installation.

w o O e—n

New tab Ctrl+T
New window Ctrl+N
Q, manage certificates . L .
New incognito window Ctrl+5Shift+N
Hist s
Safe Browsing (protects you and your device sty
Sends URLS of some pages you visitto Goog ~ Downloads Ctrl+) _
Bookmarks 3
Warn you if passwords are exposed in adata  Zoom - 100% -+ o 9
Print... Ctrl+P
Help improve Chrome security Cast...
To detect dangerous apps and sites, Chrome Find.. CtrleF )
systermn information, and some page content
Mare tools 3
Send a "Do Mot Track” request with your brow Edit Cut Copy Paste ]
Settings
p
Allow sites to check if you have payment met  Help Lo N ]
Exit

Preload pages for faster browsing and searchmg
Uses cookies to remember your preferences, even if you don't visit those pages

Manage certificates [
Manage HTTPS/SSL certificates and settings

Manage security keys
Reset security keys and create PINs

Intended purpose: | <All=

Personal | Other People I Intermediate Certification Authy

Issued To Issued By E:
Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification autherity, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

=7| Import... H Export... H Remove

Certificate intended purposes To continue, dick Next.

Client Authentication




3 Device Management

3.1 Add new device

Installer dashboard devices blocks account logout

Devices |
Add New Device 4!

Filters v
. Cument OnSite Last o,  Cument  Last
upa anm Firmware  Current Owner Agdress Service  Connection Known o Connection Reported
Status o At
May 13,
- S 2%
- h L . o 10:18am
EoT
May 13
2020
A L . b 10:18am
0T

New device 4“ Complete form.

System owner’s email used to trigger invitation to their monitoring system.

Customer Information

Email First name Last name
Address line 1

Device Information

Enter info from the label attached to the EMC card. |

uiD Serial number

00080003-00000000-0300044 F-########

Estimated Generation (KWhi/yr) @ Total Inverter AC Capacity (kW) @

n— Solar inverter parameters. |

PV Inverter Manufacturer Battery Inverter Type Number of Battery Modules

Nene = Eguana AC Battery = n

Cell Is Primary Connection
Total number of battery modules in the battery cabinets. |

Device Management

Customer Ownership Start Date

2020-05-13

Monitored @
Applicable to states with special utility interactive requirements .

Device Location

Utility specific data base where TOU rates apply.
Country State

N/A - N/A
Geographic Region Utility PV systen]interconnected to

N/A - N/A
Utility Grid Compliance Profile Utility Tariff TOU Tariff

? o

Address Line 1

-



3.2 Device information
This menu is a summary of the information entered in section 3.1.

3.2.1 Transferring system ownership

The Current Owner field contains the information that assigns a consumer monitoring interface to the
system owner. When the system is transferred to a new owner, the Current Owner field must be
updated.

1.  From the top menu bar, select: devices
2. Inthe UID column, click on the UID number of the device for which the ownership will be transferred.

3. Select the Information sub-menu.

4. Click the gear icon and enter the new owner’s email and contact information in the pop-up window.
to secure the transfer.

Devices
Filters ~
On.site Cu Last
upa PR Fomwere  CurentOuner Address Servie  Connecion Known ob,, Connection  Eeporteg
Version Bequested Status Status At
May 13,
. — hd L L L b
EDT
_— May 13,
- - = o e o
M— EDT
Device
Information Configuration ‘ Status ’ Install Photos ’ Notes
uID U —
Serial number: - —
Address: - - - -
Geographic Region:
O — ——
Monitored: @
Groupings:
Current Owner: &

= e -



3.3 Device configuration — manage consumer features

IMPORTANT! This menu provides access to features which can remotely alter the configuration settings
of the energy management controller. Only the features relevant to administrators are covered in this
section. Proceed with care.

3.3.1 Granting sytem owner control permissions: power reserve & emergency power reserve

While the energy storage system is entirely automated, the system can be provisioned to allow manual
adjustment of the battery reserve capacity by the system owner. This permission is administered by a
fleet installer account holder. There are two levels of permissions:

e Power reserve:

By default, the battery is maximized for daily use as part of an energy savings algorithm; either solar self
consumption or time of use plans, where applicable. Approximately 25% is reserved for battery backup.
This appears as a slider in the battery widget in the consumer interface, which can be adjusted to increase
or decrease backup reserve capacity. This feature requires a manual adjustment for each time a change is
required.

e Emergency power reserve:

This feature allows the system owner to maintain a full battery for a defined period, in anticipation of a
probable grid outage. This could be driven by an extreme weather event, for example. The duration of this
mode is selectable by the owner.

1. From the top menu bar, select: devices
2. Select the Configuration > Configurations sub-menus.
3. Select [Manage Consumer Features]

4. Check the reserve features for X

which permission will be granted. Enabled consumer features

Battery Block

¥/ Power Reserve

5. Click [Save]

¥ Emergency Powsr Resarve




3.4 Device status — Performance Data

Each energy storage system collects system data in 15 second intervals. This data includes unique
identifier information, energy production from the battery / solar / grid sources, and performance and fault
data from the battery modules and the PCS. This data may be requested for the following uses:

3.4.1 Downloading device data

e Battery module warranty claims
e Incentive programs that require proof of performance —ie) SGIP applications

1. From the top menu bar, select: devices
2.  Inthe UID column, click on the UID number of the device for which the data will be downloaded.
3. Select the Status > Production > Downloads sub-menus.
4. Open the New Download sub-menu.
5. Select Raw EMC data from the report type drop-down list.
6. Enter a file name and select the start time and stop time from the lookup calendar that follows.
7. Click [Create] to begin download. Depending on the file size, the download may take up to 30
minutes to complete. It will be saved in .CSV format which can be opened in any spreadsheet
application.
Devices
Filters N7
uD & m‘z \C/;:‘;‘“w Current Owner Address g:mS:: Connection me S‘C";'m guun'?t-'émn I?fm
I — BRequested Status Status At
— s o o o 2E°
_n & o e o
Device
Information Configuration Status Install Photos Notes
EMC Status Battery Status Production Export Events

Power

Downloads

New Download

Report Type

File Name

Energy Production Summary

Energy Production Summary

Raw EMC Data

|
—

5

End Time




4 Customer Administration

A customer is defined as the system owner, or person which will receive access to the monitoring system
at the consumer level only. This is defined as the Consumer Interface, which is entirely separate from the
Fleet Installer application. As per section 3.1, the customer’s contact information is recorded as part of
adding a new device to the fleet installer. Once completed, the customer’s info is recorded under the

customers tab in the top menu bar.

4.1 Send welcome email to the customer

1. From the top menu bar, select: customers

2. In the customer column, click on the customer name.

3. Scroll down to the Welcome email last sent at field and click on the email icon in the adjacent
column.

4. Click [Send] in the pop up menu that follows.

The customer will receive an automated email with an account login from My Power. My Way.

10



